Frequently Asked Questions About Fraud Prevention
1. Who should report education fraud?

Anyone who suspects or has evidence of education fraud, regardless of position or level, should report that information to the U.S. Department of Education Office of Inspector General (OIG).   

2. Where should you report fraud?

Contact the OIG Special Agent in Charge in your geographic area as shown at the following link:  http://www2.ed.gov/about/offices/list/oig/oigaddress.html.

You also can report fraud to the OIG Hotline by e-mailing oig.hotline@ed.gov, calling 1-800-MISUSED, faxing to 202-245-7047, or writing to Inspector General Hotline, U.S. Department of Education, Office of Inspector General, 400 Maryland Avenue, SW, Washington, DC 20202-1500.  

3. What is fraud in the context of education grants? 

In a nutshell, fraud occurs when education grants are not applied for, received, or spent for their intended purposes, generally through theft, misappropriation, or false statements.  Fraud can occur in applying for a grant, such as if false information is provided on the grant application.  Fraud can also occur during performance of a grant, such as through false assertions on a performance report, theft or misappropriation of grant funds, or certain types of lack of performance under the grant.  Fraud also happens when grantees try to cover up underlying problems by creating false documents, by destroying documents, or by not being truthful with investigators or others.  It’s important to recognize that there can be fraud even if no money has been received, such as when false information is provided in a grant application, and that type of fraud should also be reported, investigated, and prosecuted.   

4. What actions must Federal contractors take to avoid fraud, and what should you do if you suspect fraud under a Federal contract?
The Federal Acquisition Regulation requires Federal contractors to report to the OIG violations of criminal law and the False Claims Act in connection with the award and performance of government contracts and subcontracts.  It also requires contractors to post fraud hotline posters at worksites to encourage employees to report fraudulent activity.  Contractors that knowingly fail to disclose such violations and overpayments on government contracts in a timely manner are subject to debarment and suspension.  Contractors also must establish internal control systems to facilitate timely disclosure of improper conduct and must cooperate fully with the OIG and other government agencies.  Failure to meet these requirements is cause for debarment or suspension.  In addition, a contractor’s record of integrity and business ethics is relevant past performance information that can be used in future decisions on selection of contractors.   

The American Recovery and Reinvestment Act (Recovery Act) requires all contractors and other recipients of Recovery Act funds to report fraud to the OIG.  You should also report to the OIG if you believe that fraud has been committed under any other ED contract.

The National Procurement Fraud Task Force, of which the OIG is a member, coordinates the efforts of many agencies across the government in fighting and eliminating procurement fraud.  For more information about the task force, click on the following link:  http://www.usdoj.gov/criminal/npftf/.
5. What are the penalties for committing fraud?

Penalties for fraudulent use of Federal education funds are severe, and can include prison sentences, fines, damages, restitution (paying back what was stolen), and debarment from receiving Federal funds.  

6. How do you know someone is knowingly committing fraud?  How can you spot potential fraud?

Indicators of fraud include missing funds; unusually large amounts of payments in cash; no separation of duties/one person in control; payments to family members; inflated invoices; payments for services that never occur; altered, inadequate, or missing documents; and unauthorized transactions.  If you suspect fraud, notify the OIG, and our experts will seek to determine whether the fraud was knowingly committed.  

7. What are the legal protections for whistleblowers or other individuals who report suspected fraud?  How can you be sure you won’t be punished in your job?

The identity of those who report fraud or make other complaints to the OIG can be kept confidential.  Also, under the Recovery Act, an employee of any non-Federal employer receiving Recovery Act funds may not be discharged, demoted, or otherwise discriminated against as reprisal for disclosing what they believe to be fraud connected to Recovery Act funds.  Employees may also be protected under State whistleblower protection laws.  

Federal employees are protected from retaliation under the Whistleblower Protection Act.

8. How do you report a whistleblower reprisal complaint related to Recovery Act funds?

Report the complaint to the OIG Hotline by e-mailing oig.hotline@ed.gov, calling 1-800-MISUSED, faxing to 202-245-7047, or writing to Inspector General Hotline, U.S. Department of Education Office of Inspector General, 400 Maryland Avenue, SW, Washington, DC 20202-1500.  

9. Why should you report fraud?

You should report fraud because you have a legal responsibility to do so, and to ensure that education dollars are going to the intended recipients—our schools, students, and the other beneficiaries of ED programs.  Also, if you fail to report fraud, you could be committing a felony.  

10. If you are participating in an ED peer review and you believe a grant application (from an LEA, for example) has false information, should you stop the process or let the process continue? 

You should promptly stop the review and notify the OIG of your concern, so that the OIG can make a determination before you continue the review of the grant application. 

11. What if you do not have the expertise to catch all of these things?  

School personnel and others who receive education funds can sharpen their ability to identify potential fraud by reviewing the presentation, “Fraud Awareness for School Officials” at www.ed.gov/fraudprevention.  Also, please share the fraud prevention information in this link with all personnel.  If you need additional materials or training, please contact the OIG.  
